November 12, 2014
BY HAND

Marlene H. Dortch
Secretary
Federal Communications Commission
445 12th St., S.W.
Washington, D.C. 20554

Re: Connect America Fund, WC Dkt. No. 10-90; Lifeline and Link Up Reform and Modernization, WC Dkt. No. 11-42; ETC Annual Reports and Certifications, WC Dkt. No. 14-58

Dear Mr. Minard:

Frontier Communications Corp. hereby amends its previously filed annual report and certifications as required by sections 54.313 and 54.422 of the Commission’s rules for the three specific companies listed below:\(^1\)

These documents are being refiled with the following changes:

- Frontier Oswayo Rivr, SAC 170194 (PA), is edited to demonstrate that Frontier certifies compliance with applicable Service Quality Standards and Service Protection rules. Box 500 was erroneously left unchecked in the original filing.
- Frontier-Thorntown, SAC 320828 (IN), is edited to demonstrate that Frontier certifies compliance with applicable Service Quality Standards and Service Protection rules and Functionality in Emergency Situations. Boxes 500 and 600 were erroneously left unchecked in the original filing.
- Frontier-Michigan, SAC 310682 (MI), is edited to demonstrate that Frontier certifies compliance with Functionality in Emergency Situations. Box 600 was erroneously left unchecked in the original filing.

As with the original filings, portions of this filing are being made confidentially in accordance with the Federal Communications Commission’s (“Commission”) Third Protective Order in this docket.\(^2\)

---

\(^1\) See Letters from Michael D. Saperstein, Jr., Frontier Communications, to Marlene H. Dortch, FCC, WC Dkt. Nos. 10-90, 11-42 (filed June 10, 2014 (SAC 170194); June 18, 2014 (SAC 320828); June 26, 2014 (SAC 310682)). This letter is also being filed in WC Dkt. No. 14-58 pursuant to a Commission Order that was not yet in effect as of the initial filing date.

Specifically, Frontier requests confidential treatment of the detailed reporting of outages lasting longer than 30 minutes in 2013, which includes the location, cause, duration and efforts taken to prevent further outages. This information is competitively sensitive and is not normally released to the public; release of such sensitive data could give Frontier's competitors an advantage in the markets described therein.

Frontier also requests confidential treatment of its unfulfilled voice and broadband service requests. This information is competitively sensitive as it may provide an indication of where Frontier may target future service expansion. This information is not normally released to the public; release of such sensitive data could give Frontier's competitors an advantage in the markets described therein.

Finally, Frontier requests confidential treatment of its broadband price offerings. While broadband price offerings may be publicly available on a targeted and localized basis, Frontier does not make available a companywide description of its pricing across all markets, which is what this report provides. This information is competitively sensitive as pricing is a key component of broadband competition and is not normally released to the public at this scale; release of such sensitive data could give Frontier's competitors an advantage in the markets described therein.

The non-redacted submissions have been marked as confidential. Frontier requests that the documents marked as confidential be withheld from public inspection. Frontier is also filing a redacted copy of this report for public inspection.

A copy of this report is also being filed with the Universal Service Administrative Company, each relevant State public service commission in which Frontier operates as an ETC, and relevant authorities and Tribal governments pursuant to Section 54.313(i) of the Commission's rules.

Please feel free to contact me with any further questions.

Sincerely,

Michael D. Saperstein, Jr.

Attachment

cc: Alexander Minard

---

Frontier notes that section 4.2 of the Commission’s rules, which governs disruptions of communications service, states that reports of service disruptions are “presumed to be confidential.” 47 C.F.R. § 4.2 (2013).

This page has been substituted for one of the following:

- This document is confidential (NOT FOR PUBLIC INSPECTION)
- An oversize page or document (such as a map) which was too large to be scanned into the ECFS system.
- Microfilm, microfiche, certain photographs or videotape.
- Other materials which, for one reason or another, could not be scanned into the ECFS system.

The actual document, page(s) or materials may be reviewed (EXCLUDING CONFIDENTIAL DOCUMENTS) by contacting an Information Technician at the FCC Reference Information Centers) at 445 12th Street, SW, Washington, DC, Room CY-A257. Please note the applicable docket or rulemaking number, document type and any other relevant information about the document in order to ensure speedy retrieval by the Information Technician.