February 12, 2015

TRANSMITTING CRITICAL INFRASTRUCTURE INFORMATION AND HIGHLY
CONFIDENTIAL INFORMATION SUBJECT TO REVISED PROTECTIVE ORDER IN
WC DOCKET NO. 09-109 & CC DOCKET NO 95-116 BEFORE THE FEDERAL
COMMUNICATIONS COMMISSION

Ex Parte

Ms. Marlene H. Dortch
Secretary
Federal Communications Commission
445 12th Street, NW
Washington, DC 20554

07-149 & 09-109

Pursuant to a request by Allan Manuel, Associate Bureau Chief of the Public Safety and
Homeland Security Bureau Associate Bureau, on February 12, 2015, Telcordia Technologies,
Inc., d/b/a iconectiv (“Telcordia”) is filing in the FCC Sensitive Compartmented Information
Facility (“SCIF”) an un-redacted copy of Telcordia’s Sample Business Continuity Plan (“BCP”)
document. As discussed with Mr. Manuel, Telcordia has redacted customer contact information
from the document. Telcordia is not filing the document electronically, in accordance with the
Commission’s instructions for handling sensitive information in the SCIF that relates to critical
infrastructure protection.

Sincerely,

John T. Nakahata
Counsel for Telcordia Technologies, Inc.,
d/b/a iconectiv